Notification of Data Incident

On March 30, 2021, the University of Kansas School of Medicine-Wichita Medical Practice Association received notice from CaptureRx that it experienced a data security incident. CaptureRx is a third-party administrator for the MPA’s 340B drug program, which is a program that allows the MPA to obtain certain medications at discounted prices so that it can better serve uninsured and low-income patients. The information provided below, explaining what happened and the impact on MPA patients, was provided by CaptureRx.

What happened? On or about Feb. 6, CaptureRx became a victim of a cybersecurity incident. The incident occurred when an unauthorized party accessed and exfiltrated certain files in an effort to extort money from CaptureRx. This is commonly known as ransomware. CaptureRx identified the issue on Feb. 11, 2021, and worked quickly to secure the information. The incident was fully mitigated on Feb. 11, 2021.

Information about this data incident can be found on CaptureRx’s website.

Were MPA patients affected? Yes. Approximately 400 MPA patients were affected by this incident. These individuals will receive a notification letter from CaptureRx. CaptureRx determined that the impacted files contained first name, last name, date of birth and certain prescription information.

Importantly, social security numbers, addresses and financial information of MPA patients were not exposed. To date, CaptureRx is unaware of any actual or attempted misuse of MPA patient information as a result of this incident.

To determine whether your information was affected or for more information about this incident, please contact CaptureRx at 855-654-0919. Representatives are available to answer questions from 9 a.m.-5 p.m. Eastern Time Monday-Friday.